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PROBABILI
A PHISHI

DON’T TAKE THE BAIT

“ Check the email address & sender name
‘@ Look carefully at the email address. It may have extra words,

letters, numbers or strange spelling. Scammers use familiar
names or pretend to be someone you know

Look for poor grammar & urgency C

Awkward writing and grammar errors, as well as pressure to act

now or something bad will happen, are both warning signs of a

scam

Check for suspicious attachments or links

Scammers will prompt you to click a link or verify your password
in order to steal your information or lock you out from your

computer.
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ct your system administrator if you find furthe icion before click on any links




